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The problem of protecting software is studied in this research. Theoretical 

information on existing software protection methods revealed their advantages and 

disadvantages. The system of information security .Net applications was created 

based on existing methods of protection.  

The objectives of the work: To study the methods of software protection and 

to develop information security .Net application.  

Research object: the software protection system.  

Research subject: software protection methods.  

Research methods: systems approach methods were used to build a software 

information protection system.  

Scientific novelty of the results: this work applied an integrated approach to 

software protection, resulting in an information protection system for .Net 

applications. The results can be used to protect applications developed on the .Net 

platform.   
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